**Template:**

|  |  |
| --- | --- |
| **ID:** | **1.3** |
| **Title:** | View Quarantine Files |
| **Description:** | The User sees a list of all the malwares found with the previously ran Scheduled Scans |
| **Level:** | User Goal |
| **Primary Actor:** | User |
| **Other Actors:** | Server Module, Endpoint |
| **Preconditions:** | The user must have an account and be logged in |
| **Postconditions:** | The user must see the Quarantine Files page, in which there are all the available malwares in quarantine in the correspondents Endpoints |
| **Main  Success Scenario:** | 1. User opens the Quarantine Files page |
| **Variations** | * 2.a User removes the malware from the corresponding Endpoint   + 2.a.1 Server Module sends the request to the corresponding Client Module to delete that malware from quarantine. Thus the local AV will delete the malware * 2.b User ignores the malware from the corresponding Endpoint   + 2.b.1 Server Module sends the request to the corresponding Client Module to recover the ignored malware from quarantine. Thus the AV will ignore the malware |
| **Status:** | Implemented |
| **Priority:** | Normal |